Professional Development

Introduction to Information Security
Facilitators: Ms. Lori McElroy and Mr. Corbett Consolvo
Thursday, September 25 and Friday, September 26, 2008
Summary of Evaluations

37 Registered
23 Completed Workshop
19 Completed Evaluations

(Percentages taken on completed evaluations)

Excellent: 4  Good: 3  Fair: 2  Poor: 1

A. To what extent did this workshop meet its objectives?

<table>
<thead>
<tr>
<th>Rating</th>
<th>Count</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Excellent</td>
<td>13</td>
<td>61.9%</td>
</tr>
<tr>
<td>Good</td>
<td>7</td>
<td>33.3%</td>
</tr>
<tr>
<td>Fair</td>
<td>1</td>
<td>4.8%</td>
</tr>
<tr>
<td>Poor</td>
<td>1</td>
<td>4.8%</td>
</tr>
<tr>
<td>No Response</td>
<td>0</td>
<td></td>
</tr>
</tbody>
</table>

Avg. 3.57

B. What is your overall impression of the workshop?

<table>
<thead>
<tr>
<th>Rating</th>
<th>Count</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Excellent</td>
<td>13</td>
<td>61.9%</td>
</tr>
<tr>
<td>Good</td>
<td>7</td>
<td>33.3%</td>
</tr>
<tr>
<td>Fair</td>
<td>1</td>
<td>4.8%</td>
</tr>
<tr>
<td>Poor</td>
<td>1</td>
<td>4.8%</td>
</tr>
<tr>
<td>No Response</td>
<td>0</td>
<td></td>
</tr>
</tbody>
</table>

Avg. 3.57

C. How would you rate presenter(s) as to knowledge of subject and presentation?

<table>
<thead>
<tr>
<th>Rating</th>
<th>Count</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Excellent</td>
<td>16</td>
<td>76.2%</td>
</tr>
<tr>
<td>Good</td>
<td>5</td>
<td>23.8%</td>
</tr>
<tr>
<td>Fair</td>
<td>2</td>
<td></td>
</tr>
<tr>
<td>Poor</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>No Response</td>
<td>0</td>
<td></td>
</tr>
</tbody>
</table>

Avg. 3.76

D. Has this workshop provided you with information/motivation to do something differently in your job?

| Yes    | 19 | 90.5% |
| No     | 2  | 9.5%  |
| No Response |        |

If “yes,” identify one or more things:
1. I didn't realize some of the risks I was taking.
2. Be vigilant
3. Secure information
4. Keep up with computer updates, etc.
5. Updates on security
6. Check anti-virus on computer
7. Check identity information while using computer
8. Ideas for computer
9. Check for updates
10. Safeguarding personal information (SSN, e-mails)
11. Make sure the antivirus is working and check for spy ware and mal ware
12. Check work on computer
13. Check home network and children at college
14. Password protect
15. Encrypted flash drives
16. Encrypt and secure data
17. Phishing awareness
18. Turn on firewall.
19. Passwords
20. Protection
21. Make sure you need the information on your computer.
22. Delete does not mean deleted.
23. Make sure to do updates for Windows.
24. I want to look at the many links provided.

If "no," identify one or more things:
  1. I found out I'm doing things right.

E. Topics of interest to you for future Professional Development workshops:
   1. SAP training
   2. Steps (basic) to follow if your computer gets infected.
   3. Stress relief
   4. "How to" workshops
   5. More details on checklist items on computer update/maintenance tasks
   6. Project management

F. Comments for improvement of this workshop:
   1. Good
   2. Quick check list to take away part of slides handout
   3. Ran out of time and didn't finish presentation
   4. Great job!
   5. Discuss Linux security issues
   6. It would be nice to have a video of this workshop on the website.