Information Security Analyst II

Job Code 50026079

General Description
Responsible for the technical planning and architecture of robust and reliable security mechanisms and solutions.

Examples of Duties
Develop, test and plan architecture for information security systems.
Aid in documentation and metrics, facilitate security events, and manage tactical projects.
Conduct security consultation and training.
Conduct technical planning sessions and assessment.
Perform other duties as assigned.

Knowledge, Skills and Assessment
Knowledge of: Laws, standards, guidelines and policies, related to information security, computer operating systems, scripting and automation tools and utilities, computer networks, communication protocols and programming practices.

Skill in: Preparing documentation and reports, communicating effectively with others, prioritizing work, determining nature of security problems and taking appropriate action, determining the best practices in computer security.

Ability to: Read and understand various communications, perform basic math, communicate effectively, work under pressure.

Experience and Education
To qualify for this classification, an individual must possess any combination of experience and education that would likely produce the required knowledge, skills and abilities.

Other Requirements